
QUICK GUIDE TO 
SEXTORTION

What is Sextortion?

How does it work?
Sextortion involves threatening 
to share explicit images unless 

demands for money or more 
images are met. The 

perpetrator gains trust online, 
obtains explicit material, and 

then blackmails the victim. 
Victims should stop 

communication, document 
everything, and report it to 

authorities.

Sextortion is a serious crime 
where someone threatens to
distribute nude or 
compromising images for 
gain, usually
financial or sexual (i.e., 
wanting more images or 
contact).



What to do?
Talk openly about 

sextortion. Ask them to 
come to you when in 

trouble., ignore messages 
from stragers, especially 

about sex and never to 
share explicit/intimate 

photos of themselves to 
anyone. 

Risk Factors
NMEC lists 3 primary risk 
factor - child lying about 
age to get on a platform. 
offering explicit images for 
some sort of comensation 
and sending explicit 
images of oneself to others.

About MySchoolSafe
MySchoolSafe is a student safety and wellness platform that addresses improper 

social media usage, school violence, student self-harm, and overall mental health. 
The platform integrates monitoring, reporting, and a helpline into one self-learning 

portal, ensuring student safety and wellbeing.


